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Minimum requirements for Portal (on-premise version):

e Windows Server 2012 R2
e Windows 10 (licensed) with the latest updates (64 bit only). All Windows applications
must be licensed and activated.

e SQL Server 2008 R2 SP3

e .NET Framework 4.6.2
e Internet Information Services 8

Browser support:

e Chrome 48

e Internet Explorer 11
e Edge 20

e Firefox 44

e Safari5

e Other*

*Most other web browsers that follow web standards should be compatible but is not officially
supported. The portal is not designed for mobile phones and devices.

Minimum requirements Report Designer
Windows 7 or higher (32-bit or 64-bit) or Windows Server 2012 or higher.
Microsoft Office Excel 2010 or higher (32 or 64 bit).
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Install OneStop Reporting Portal for on-premise system

Before you start, make sure you have this information available:

Name of Microsoft SQL server.
Location of the ERP database.
SMTP settings (mail server):
o STMP Host
o Port
o From email
o User name
o Password
A (temporary) SQL-user with the “sysadmin” server role:
o User name
o Password
Information regarding your OneStop Reporting administrator user (this will be your
power user in OneStop Reporting):
o Full name
o Email
Company Id/Name of the companies that are going to be used in OneStop Reporting.
OneStop Reporting license key.
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Steps:
1. Double-click the installation file.

The OneStop Reporting for On-Premise Setup wizard opens.

2. Click Next.

OneStop Reporting for On-Premise Setup

(% OneStop Reporting for On-Premise

Welcome to the OneStop Reporting for
On-Premise Setup Wizard

The Setup Wizard will install OneStop Reporting for
On-Premise on your computer.
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Click Mext” to continue.

< Back Cancel




3. Read the license agreement.

4. Click I accept the terms in the License agreement.
5. Click Next.

OneStop Reperting for On-Premise Setup

(Q) OneStop Reporting for On-Premise

Be sure to carefully read and understand all the rights and restrictions

described in the license terms. You must accept the license terms before you
can install the software.

License Agreement &

IMPORTANT NOTICE: PLEASE READ THE ENTIRE

DOCUMENT CAREFULLY BEFORE INSTALLATION OF THE
SOFTWARE.

Print

(®) 1 accept the terms in the License Agreement

(C) 1do not accept the terms in the License Agreement

< Back Cancel
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NOTE: Under Select a feature to install, the check boxes for Portal and Services are both
selected by default. This means you are both installing the web portal as well as Windows
services to allow services to be run in the background.

NOTE: If you are using DMZ server, the recommended setup is to first install the Portal
(outside the firewall), then install Services and Voucher Service (inside the firewall). For more
information about the additional settings for Voucher Service, see the “Setup for DMZ server
users” section.

6. Leave the Portal and Services check boxes selected.
7. Under Product install path, you will in most instances keep the default path. However,
you can change the path to suit your needs.

NOTE: You can see the diskspace requirements for this application in the Disk space
requirements list.

(% OneStop Reporting for On-Premise

select a feature to instalk Feature description:

Services
|3k, Voucher Service

Partal The Voucher service provides a proxy for retrieving vouchers behind DMZ,
‘% {Optional)
it

Product install path:

C:\Program Files\OneStopReportingV'sh Browse. ..
Disk space requirements:
Volume Disk Size Available Required  Difference

Installation drives
i C 228 GB 174 GB 154 MB 174 GB

Restore Defaults < Back Cancel
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In the next dialog box, you will configure the repository database connection.
NOTE: To set up this connection, you must have administrator authorization in your system.

8. In the Server list, select your host SQL server. If different from the default localhost,
click Browse.

9. Under Database administrator credentials, select how to create the repository, either
by Windows authentication or your SQL login credentials. The user you enter here
needs permission for creating a repository database.

10. Under Application credentials, enter the credentials the application will use when
connecting to the repository database. Use either Windows authentication or select
to create or use SQL login*.

11. Click Next.

OneStop Reporting for On-Premise Setup *

(% OneStop Reporting for On-Premise

Setup Repository Database

Configure the OneStop Reporting repository database connection,

Server: localhost ~ Browse

OSR_Repository5

Database administrator credentials Application credentials
Enter credentials to use for creating the repository database. Enter credentials the application will use when connecting to the
These credentials are not stored. repository database.
(®) Use Windows authentication (®) Use Application PoolMachine account {Windows authentication)
() Use 5QL login () CreateUse SQL login
Login: Login:
Password: Password:

*You can choose if you set up the repository connection with an SQL user or an Application pool/Machine account user:

e  Application pool/Machine account user: The IIS is using the machine account in order to communicate with the
database. If you have IIS and SQL server on the same physical machine, the application pool user needs access (by
default, this user is called 1IS APPPOOL\OneStop Reporting), but if the Portal and the SQL server is located on
different servers, the machine account needs access to the OSR_Repository5 database. This is the user the portal is
using for communicating with the SQL server. The application pool can also be set up with a dedicated account
(make sure this account doesn't have a password expiring).

e  SQL user: If you use this option, the SQL user will get DB_owner access rights to the OSR_Repository5 database.




12. Click Install.
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OneStop Reporting for On-Premise Setup

&) OneStop Reporting for On-Premise

Ready to Install

The Setup Wizard is ready to begin the OneStop Reporting for
Cn-Premise installation.

Click "Install” to begin the installation. If you want to review or
change any of your installation settings, dick "Back™ Click "Cancel”
to exit the wizard,
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Cancel
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13. Click Finish.

OneStop Repoerting for On-Premise Setup

(Q) OneStop Reporting for On-Premise

Completing the OneStop Reporting for
On-Premise Setup Wizard
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Click the "Finish” button to exit the Setup Wizard.

Next, the URL http://onestopreporting.local opens in your browser. This is a temporary
binding for the site in IS and can be changed there.

NOTE: You might get a pop-up from your browser asking if this is a secure site. You must
add this to your trusted sites.

e Click Add.
¢ Next to the Add this website to the zone field, click Add.

Internet Explorer X

Content from the website listed below is being Trusted sites e
e blocked by the Intemet Explorer Enhanced iEE

Security Configuration.

# You can add and remove websites from this zone. All websites in

http://onestopreporting local L ../ this zone will use the zone's security settings.

Continue to prompt when website cortent is blocked Add this website to the zone:
Leam more about Intemet Explorer's Enhanced Security Corfiguration. . | http://onestopreporting.local | [ add

Websites:
If you trust this website, you can lower security settings for Add http:/fgo.microsoft.com ( Remove
the site by adding it to the Trusted sites zone. If you know http://msdn.microsoft.com
this website is on your local intranet, review help for http:/foca.microsoft.com
?nstn.ldions on adding the site to the local intranet zone htip:/fruncnce.men.com
instead. bty N
Important: adding this website to the Trusted sites zone will lower the security LIRequire server verification (hitps:) for all stes in this zone
settings for all content from this web site for all applications. including Intemet
Explorer. =
osa
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NOTE: If are using Internet Explorer and receive the following error message:

Javascript is not running in your browser

If you are running Internet Explorer, please make sure Active Scripting is turned ON and Compatibility View for local sites is OFF.

Press F5 to refresh.

e (o to Settings > Compatibility View Settings.
e Deselect the Display intranet sites in Compatibility View check box.

P | v &
Print >
File >
Zoom (100%) >
Safety >
Add site to Apps
View downloads Ctrl+J

Manage add-ons
F12 Developer Tools
Go to pinned sites

Compatibility View settings

Internet options

About Internet Explorer

Compatibility View Settings X

M Change Compatibility View Settings

Add this website:

Websites you've added to Compatibdity View:

Remaowve

| [ nisplay intranet sites in Compatibility View

Use Micrasoft compatibility lists

Learn maore by reading the Internet Explorer privacy statement

Cose

NOTE: You may also use one of the other supported browsers to open the portal.
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14. You must now create an account for an administrator. Enter:
¢ Name
e Email
e Password

Welcome to OneStop Reporting!

Thi 1p ill hel

Administrator setup

Enter the information of the user you want as the initial Portal
administrator

FULL NAME

NEW PASSWORD

CONTINUE
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15. Under Email setup, you must enter your SMTP host and port.
16. In the From email field, enter the email you will be using to send emails from the
portal. This could be a group email you have set up specifically for this task.
17. Under Authentication, select whether to use Default or Specified authentication:
e Default: Uses the default identification (SSL).
e For Specified authentication, enter the username and password for the SMTP
host.

Welcome to OneStop Reporting!

Thi = jure the

E-mail setup

The portal needs to be able to send e-mail within your arganization

SMTP HOST

smtp.sendgrid.net

FROM EMAIL

onestopreporting@mycompany.com

AUTHENTICATION

DEFAULT = SPECIFIED

USERNAME

PASSWORD

Enable secure connection (S5L)

CONTINUE




onestop
REPORTING

18. Under License key, enter the license key you received from OneStop Reporting.
Usually, this will be in an e-mail.

Welcome t

This g et

License key

Enter your license key exactly as stated in your welcome mail

CONTINUE

The OneStop Reporting portal opens.

NEXT: You must create a connection to your ERP system.
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Create a new connection
1. Inthe Create new connection dialog box, enter:

¢ Name: Enter a name for your connection.

e Server: Enter server name or the IP address of your SQL server (hame\instance)
where your accounting database is stored.

e User: Leave empty if you want to use Windows authentication or enter SQL user
for accessing the accounting databases. This requires minimum read access
rights to all databases, including the system database. However, if you plan to do
budgeting with write-back to the ERP system, you need to have both read and
write rights to all accounting databases.*

e Password: Leave blank if you are using Windows authentication or enter the
password for the SQL user.

e System database: Enter the database for the accounting system. (The picture
shows and example for Visma Business.)

Create new connection

NAME

Visma Business connection ﬂ
SERVER

USER

PASSWORD

VISMA BUSINESS SYSTEM DATABASE

vbsys B

NEXT

*You can choose if you set up the repository connection with an SQL user or Windows authentication:

e  SQL User: If you set up using an SQL user, this user's level of access controls the general level of access for a//users
in OneStop Reporting (read access for running reports, read+write access if you want to do budgeting and write back
to the system).

¢  Windows authentication: If you use Windows authentication, the application pool user will be the domain user -
meaning that the application pool user (or machine account) needs the necessary access rights to the accounting
databases.

The IS is using the machine account in order to communicate with the database. If you have 1IS and SQL server on
the same physical machine, the application pool user needs access (by default, this user is called IS
APPPOOL\OneStop Reporting), but if the Portal and the SQL server is located on different servers, the machine
account needs access to the ERP database. This is the user the portal is using for communicating with the SQL
server. The application pool can also be set up with a dedicated account in the 1IS management console (make sure
this account doesn't have a password expiring).

If the data connection is set up to use SQL authentication, then there is no need to specify any access rights for the machine
account on the SQL server, because the SQL user set up in the data connection will be used for accessing the database.
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However, if you have set up the data connection with Windows authentication, the machine account is being used as the

domain user when accessing the database, and therefore this user needs to be granted access to the ERP database on SQL
server.

NOTE: You can access this dialog box at a later stage by clicking the Get Data module and
clicking the 4 New or # Edit button.

2. Click Next.
Now, you get a list of available company databases.

3. Select company or companies from the list.
4. Click Next.

Create new connection

COMPANY NAME
Demo company 1

Demo company 2

NEXT

5. Select the voucher provider you use or click None. The picture shows an example
where Visma Document Center is used.

NOTE: If you select None, you will not set up the voucher view option and you can go
directly to step 7.

NOTE: This step is not visible for all integrations.

Create new connection

1

Select voucher provider

PROVIDER NAME

(None)

Visma Document Center

6. Inthe Document center path field, enter the path where the vouchers are stored. It is
important that the portal or Voucher Service has access to this folder.

Create new connection

DOCUMENT CENTER PATH

FINISH




7. When you have added the document center path, click Finish.
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In order to be able to invite users to OneStop Reporting, you must have the correct URL in
System Settings. The next steps entail adding a URL in the Internet Information Services

(11S) Manager and then, you add this URL under System Settings in the portal.

You must first add the path in the Internet Information Services (lIS) Manager:

8.
Reporting.
9. Click Bindings under the Actions menu.

10. In the Site Bindings dialog box, click Add....
11.

is set up in the DNS).

In the Internet Information Services (1IS) Manager, open the Sites folder > OneStop

In the Host name field, enter the host name for the web server (unless something else

12. Click OK.
(e Internet Information Services (lIS) Manager LLLE-
@ » OSR » Sites » OneStop Reporting » & w1 (@) x
9
File View Help
Connections — Actions
4 C nesto eportin ome |
Q-H & |8 O P P 9 2 Explore
¥ Start P = = ermissions...
“? O:R- 28e Filter: v W Go - g Show All | Group by: Area ~ [5E]~ Edit Pemmbians
e — T N Edit Site
L2} Application Pools E
2 8 Stes = I’ E @ B T P o e
b &8 Default Web Site & o5 2 =® Er N [ Basic settings...
1 & OneStop Reporting .NET NET .NET Error .NET {NET Profile .NET Roles  .NET Trust .NET Users View Applications
Authorizat... Compilation Pages Globalization Levels View Viitial Directories
2 b % BE @ & = et
Application Connection MachineKey Pagesand  Providers Session State SMT# E-mail © Restart
Settings Strings Controls =
IS " @ Stop
& = — = 2= 3 Browse Website
';‘};_3 };ﬂ ‘a ‘:E/i‘ ‘ 404 ”31 'A’:E é ol Browse onestopreporting.local
Authentic... Compression  Default Directory  Error Pages Handler HTTP ISAPI Filters —_on:80 (htp)
Document  Browsing Mappings Respon... Advanced Settings...
= m; ulb e @=" n =2 Configure
E o= «.’!ﬂ = &0 = iR =
i = Nl ¥ &F @ | Lt
Logging MIME Types  Modules Output Request  SSL Settings URL Rewrite =
Caching Filtering @ Help
Management ~
= A b
< m > g}’;tures View | = Content View
Ready
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Next, you add this URL to the System Settings in the portal:
13. In OneStop Reporting, click Settings and then click System Settings.
onestop
REPORTING e
{h\ Home
&
m Archive Administrasjon
@ Assignment
? Composer
g
E] Lve Reporting User settings
E Budgeting
== Budgetin
D & Publisher 2 2
e L &
& Data Manager
Distribution Budgeting
- rules setup
('cr" Workflow
14. In the Portal URL field, enter the URL you set up in the IIS Manager.
15. Click Save.
&OﬂeSfOp = Seftings = System seftings A Notifications © Feedback (3 Help 3
REPORTING e
{h\ (Hhiie: PORTAL URL
ma Archive General
SAVE

Email

Assignments

= Active Directory

Y Composer

NOTE: If you click the Email tab, you can change the email settings you provided earlier.
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Use Active Directory to add users

You can use your Active Directory (AD) to automatically add users to OneStop Reporting. In
this way, users can log on with their domain credentials instead of having a OneStop
Reporting user name and password. When this option is activated, the Log on screen will
look like the picture below.

onestop

REPORTING e

USERNAME

PASSWORD

SIGN IN

NOTE: OneStop Reporting does not offer Single Sign On.
You can also use Role mappings to limit access based on roles in your AD.

In addition, you can map AD roles to roles in OneStop Reporting. The OneStop Reporting
roles are set up in Settings > Administration > Roles tab (refer to Create new role).

Click the Active Directory tab

Activate the Active Directory by turning on the Enabled switch.

In the Active Directory domain field, enter your AD domain.

Select to use the Default authentication or click the Specified button to enter a
specified authentication method (domain controller; server or IP).

NOTE: Now, a//users in your AD have access to OneStop Reporting.

5. You can limit the access by using a group name from your AD;

a. Inthe Active Directory group name field, enter the name of the AD role.
b. Click the Add role mapping button.

ron =

NOTE: Best practice would be to do this in your AD before you enable this in OneStop
Reporting.


https://help.onestopreporting.com/help/administration/organization/hostadmin/administration-for-tenants/create-new-role-under-a-client/
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6. If you have set up roles in OneStop Reporting, you can map the roles from your AD to
the roles in OneStop Reporting:
a. Inthe Active Directory group name field, enter the name of the AD role.
b. Inthe Portal role name list, select the OneStop Reporting role.
c. Click the Add role mapping button.
7. Click Save when you are done.

&onesfor: = Sefings - System seftings A Nolfications @ Feedback @ Help | g Ashiid
REPORTING »
(h\ Home: Enabled
i— - General ACTIVE DIRECTORY DOMAIN
B Archive

) 5 Email
u Assignments AUTHENTICATION
7 Active Directory DEFAULT = SPECIFIED
Y composer
5], e reporing Role mappings

ACTIVE DIRECTORY GROUP NAME PORTAL ROLE NAME
E Budgeting ADD ROLE MAPPING
(8 Publisher

ACTIVE DIRECTORY GROUP NAME PORTAL ROLE NAME
P vua Manager

SAVE

-8
S Workflow

& capaa

a Settings

To delete a Role mapping;

1. Click the X as shown in the picture below.
2. Click Save.

= Seitings - Systom sattings & Noticatons @ Feedback @ el | ASHI

General Email Active Directory
Enabled

ACTIVE DIRECTORY DOMAIN

AUTHENTICATION
DEFAULT = SPECIFIED

Role mappings

ACTIVE DIRECTORY GROUP NAME PORTAL ROLE NAME
ADD ROLE MAPPING

ACTIVE DIRECTORY GROUP NAME PORTAL ROLE NAME
Group A E

SAVE
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Setup for DMZ server users
If you are using DMZ servers, the recommended setup is to first set up the portal (outside the
firewall), and then install the services and voucher service (inside the firewall).

&) OneStop Reporting for On-Premise

Select a feature to install: Feature description:

& portal The Voucher service provides a proxy for retrieving vouchers behind DMZ,
X (Optiona

) Services (Optional)

E , Voucher Service

Product install path:

C:\Program Files\OneStopReportingV's\ Browse...

Disk space requirements:

Volume Disk Size Available Required  Difference
Installation drives
e 228 GB 174 GB 154 MB 174 GB
Restore Defaults <Back Cancel

The steps are exactly the same as described earlier in this document, with one difference;
you must set up the voucher service if your organization uses vouchers.

In the Installation wizard > Voucher Service step, you must enter port number for the voucher
service. This is the port that is used for communicating to the external web server.

&) OneStop Reporting for On-Premise

Voucher Service

The Voucher service provides a proxy for retrieving vouchers
behind DMz,

Voucher service

Port: 80
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After you are done installing, you must go to Settings > System Settings.
(%ones’rop
REPORTING »
{ﬁ\ Home
HR Awchive
Assignments
Composer
Live Reporting
Budgeting
Y ¥
[ Administration System
setlings
a"m Data Manager
.o
‘B> Workflow
Q Get Data .
User settings
Q Settings
Budgeting
o &
Distribution Budgeting
rules selup
Under Voucher service, turn on the Enable voucher service switch.
<« C A Ikkesikker | onestopreporting.local/administration/system-settings - %+ O 0
onestop = Seftings > System settings @ totifications @ reedback @ el &/pekeHacg
REPORTING s
{h\ Home « PORTAL URL
http://rapportering.osr.com
m B teneral VOUCHER SERVICE
= e Enable voucher service
Iil A gmrenin VOUCHER SERVICE URL
Active Directory http:/filserver1:8080

T composer

@ Live Reparting SAVE

E Budgeting

(92 Publisher

In the Voucher service URL field, enter the URL for the voucher service with the port number
you added during installation. http://<fileservername>:port number.
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General setup for Visma Document Center

Add document center path for incoming invoices
1. Click Get Data.
2. Click the connection and then, click Edit.

NOTE: It is important to enter {Company} at the end of the file path. See example below.
However, if you already have used the Voucher viewer for OneStop reporting version 4.x,
you probably already have onestopreporting.voucherviewer set up in the Prog table in
Visma. If this setup exists, OSR will read from this table.

Edit connection

DOCUMENT CENTER PATH

‘\\companyshare\visma\vouchers\{Company}

FINISH

Add Document Center Path for outgoing invoices
NOTE: This step is done in Visma (prog table).

Go to Programs.

Add a new line.

In the EXE-file name column, enter "onestopreporting.voucherviewer.outgoing".
Enter the file path under Data area (Dataomrade).

Pron =

Programmer |
Prog.nr | EXE-filnavn Programomrade Dataomride

1 Visma Workflow.Client.Windows.exe C:\Program Files\Visma'\Docume \\wismabusiness\Doecument
» onestopreporting.voucherviewer .outgoing \
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Set up application pool user

1. Open the IIS Manager.
2. Inthe Connections tree, click Application Pools.
3. Select the relevant pool and click Advanced Settings....

€ Y ' @ » OSR- » Application Pools

File View Help

=TI q'a Application Pools

“ﬁ Start Page

{5 Add Application Pool..,
Set Application Pool Defaults...

This page lets you view and manage the list of application pools on the server. Application pools are associated with

QiOSR_ worker processes, contain one or more applications, and provide isolation among different applications. Application Pool Tasks
i Application Pools
b Sites Filter: > WGo ~ % Show All | Group by: No Grouping v b Start
Name - Status .NET CLR V... Managed Pipel... Identity Applications : Stap
I NETWAS Started  v4.0 Integrated ApplicationPoolld... 0 w Regycle..
= .NET v4.5 Classic Started  v4.0 Classic ApplicationPoolld... 0 Edit Application Pool
= 4 Basic Settings...
Recycling...
Advanced Setti
Rename
X Remove
View Applications
0 Help
[<] m 3]
< m T3] |2 Features View || Content View
Ready L=

4. In the Advanced Settings dialog, click the More button next to Identity.

4 (General)
.NET CLR Version v4.0
Enable 32-Bit Applications False
Managed Pipeline Mode Integrated
Name OneStop Reporting
Queue Length 1000
Start Mode OnDemand
CPU
Limit (percent) 0
Limit Action NoAction
Limit Interval (minutes) 5
Processor Affinity Enabled False
Processor Affinity Mask 4294967295
Processor Affinity Mask (64-bit ¢ 4294967295
Process Model
I Generate Process Model Event L
Applicationpoolidentity | [z]
Idle Time-out (minutes) 20
Idle Time-out Action T
Identity
[identityType, p d] Configures the application pool to run

as built-in account, i.e. Application‘Pool Identity (recommended), Network
Service, Local System, Local Service, or as a specific user identity.

OK || Cancel ]

22
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5. Inthe Application Pool Identity dialog, select the Custom account option.
6. Click Set....

() Built-in account:

|App|icationpoulldentity

® Customn account:

7. Fillin username and password and click OK.

NOTE: The system user must have access to the voucher files on the fileserver.

Confirm password:

QK | | Cancel ‘

23



